Addressing Working Group
Kick Off Meeting

Scheduled 17 March 2011 – Not Held
List of Stakeholders.  Functional domains, Components/Agencies, DoD trading partners, USTRANSCOM, Defense Security Cooperation Agency, Logistics Support Activity (LOGSA)

Proposed Working Group Lead. ODASD(SCI)/DLA Logistics Management Standards Office (?)
Proposed Problem:  Determination is needed regarding whether current addressing approaches are causing DoD interoperability issues requiring an enterprise approach, with resultant changes to the Business Enterprise Architecture and all impacted DOD and commercial trading partner systems.
Proposed Ground Rule.  All meeting minutes be reviewed by WG members and then posted to a publicly assessable web site.
Objectives.

1. Determine if there is an interoperability problem, and (if so) the extent of the problem.
2. Ensure active involvement of Components/Agencies and other stakeholders in analyzing the problem and any proposed solutions.

3. Determine, through a Business Case Analysis, the costs and benefits of any proposed solution, along with the ability of any proposed solution to be implemented.
Scope.

1. Conduct a Business Case Analysis (with included cost/benefit analysis) to clearly articulate the problem, how the proposed approach improves the problem and the costs/benefits associated with the proposed approach.  This is essential to ensure that scarce DoD resources are used wisely.
2. Survey stakeholders to determine:
a. Addressing authoritative source databases; the authorizing directives, purpose of the databases, applicable business rules governing data records, and the manner in which data is stored.
b. Data exchange requirements and current methods of exchange.
c. Estimated number of impacted systems and cost of potential conversion to a differing standard, including data conversion costs.
d. Ability to implement any proposed standard and implementation timeline.
e. Implementation coordination requirements; any interim mediation required until proposed enterprise standard can fully implement.

3. Analyze ANSI-X12 EDI standard and potential impacts of change (e.g., changes to the standard are not backwards compatible).
4. Analyze potential impact on the Military Shipping Label governed by MIL- STD-129P (Office of Primary Responsibility -  LOGSA)

5. Analyze impact on trading partners, such as federal agencies and contractors.

6. Analyze data elements not included in the standard (e.g. building number, suite number) and how they will be accommodated.
7. Define maximum and minimum field lengths for each data element proposed.

8. Identify business process changes needed to incorporate any new addressing data elements.

9. Identify approval process for proposed standard, to include Component/ Agency stakeholders’ participation.
Logistics Addressing Systems
1. Department of Defense Activity Address Directory (DODAAD)
a. DoDAAD, governed by DoD 4000.25-M, is the authoritative addressing source for DoD Logistics addresses. It contains more than 246,000 DoD, Federal Agency and some authorized contractor addresses. In addition, it is also contained in every contract number and every Transportation Control Number. DoD Activity Address Codes (DoDAACs) are used in approximately 5 billion logistics transactions per year. 
b. Addresses are limited to 35 characters per line based on the Military Shipping Label governed by MIL- STD-129P. There are four address lines. The last line of the address may be programmatically generated from discrete data fields for city, state zip, ISO 2 Country Code (if applicable).  The other address lines are not programmatically formatted and are stored as 35 character maximum address lines.

c. DoDAAD performs many functions, including identifying the authority for and entity to be used as an ordering, ship-to or bill-to entity. DLA Transaction Services is the authoritative source for DoDAAD, but many systems receive this data into their systems for purposes of printing address labels and other functions. Some systems are capable of receiving the discrete address data fields through data replication. Many others are not and rely on batch transmission to receive the individual lines of address.  Web access to view DoDAACs and restricted download capability is also available.
d. Any changes to the DoDAAD would require costly changes to the many systems that interface with DoDAAD to update and receive this information and would require costs to convert the 246,000 plus existing DoDAACs.
2. Military Assistance Program Address Directory (MAPAD)
a. MAPAD, governed by DoD 4000.25-8-M, is the authoritative addressing source for Foreign Military Sales and Grant Aid addresses.  It contains private sector, foreign, and embassy addresses provided by foreign governments. 
b. The business rules above for DoDAAD also apply to MAPAD, with the same resulting impacts from changes.
3. Data Exchange in Logistics Transactions.
a. The  predominate method of exchanging addressing data in Logistics is by carrying the six digit DoDAAC or MAPAC code in the Logistics Transactions, with data integrity maintained through referential data via the DLA Transaction Services Authoritative data source.
b. Defense Logistics Management System (DLMS) provide a supplemental method of transmitting address data to support some requirements. DLMS transactions are based on the American National Standards Institute (ANSI) Accredited Standards Committee (ASC) X12 electronic data interchange standards, incorporating Federal Implementation Conventions and unique DoD requirements.  ASC X12 currently contains one single data element for street address vice decomposed data elements.  If a standard for decomposed street address is mandated, and the decomposed data elements are approved by ASC X12, the DoD Logistics and Distribution domains would incur significant implementation costs for migrating to the higher ASC X12 version release.
