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SUMMARY

This plan implements the Under Secretary of Defense (Acquisition, Technology and Logistics) (USD(AT&L)) memorandum, subject:  Migration to the Defense Logistics Management Standards (DLMS) and Elimination of the Military Standard System (MILS), December 22, 2003.  It sets forth migration requirements, organization and management, a technical and functional approach, major actions and milestones, and cost and risk mitigation techniques for the Defense Logistics Agency (DLA). The plan defines a migration approach for DLA purposes, and ensures that the migration and its supporting processes are appropriately tailored to DLA needs. The plan will result in an enterprise-wide migration approach that provides context for Agency modernization programs and supports management decisions regarding information technology (IT) system evolution.

DLA must posture all systems to use new and expanded information exchange capabilities and adopt best business practices. To accomplish this requirement, DLA must take immediate action to accept and transmit business transactions using only the DLMS.  Accordingly, DLA will:

· Develop new logistics systems using neither MILS formatted messages, nor MILS message wrapped with extensible markup language (XML) headers/tags for information interchanges in support of any logistics business processes.

· Be in position, effective close-of-business December 31, 2004, to no longer use MILS transactions within DLA logistics systems and between DLA and its trading partners or request waivers for those systems that will not or cannot be compliant by that date.
· Be in position, effective January 1, 2005, to only use DLMS or equivalent XML transactions or utilize the conversion processes of the Defense Automatic Addressing System (DAAS) for translation between DLMS and MILS.

DLA will use a two level migration organization and management concept to achieve the requirements outlined above.

· Level 1:  J-64/identified point of contact.
· Level 2:  Primary and secondary technical and functional program manager/organization.  (See Appendix B for example of primary and secondary manager/organization.)
DLA will use a step-by-step overarching technical and functional approach to DLMS migration.  DLA will migrate those systems meeting the criteria outlined in the Office Secretary of Defense (OSD) migration memorandum (see Appendix E).  For systems where migration is not practical, DLA will develop auditable rationale for noncompliance and request requirement relief through OSD.
a
A number of risks will be identified and managed during the DLMS migration process.  These risk areas include:  continued data transaction exchange after fourth quarter, fiscal year (FY) 2004 DLA modernization efforts, and the identification and management of impacted legacy systems that do not transition to DLMS for whatever reason.

To achieve full DLMS migration the following risk mitigation factors must be in place:

· Full DLA chain-of-command documented commitment to DLMS migration.
· DLA priorities and funding must be adjusted to add DLMS capability without initially deleting MILS capability.  DLA shall use the value-added services of Defense Automatic Addressing System Center (DAASC) during the transition from MILS to DLMS.  This ensures any DLA trading partner systems not converting to DLMS will continue to have interface capability.
· DAASC will maintain MILS/DLMS conversion capability until such time that OSD/DLA directs its termination.
· DAASC will maintain customer profiles of trading partner Electronic Data Interchange (EDI) capability.
· DLA, in its plan, will identify those systems that will be replaced prior to January 1, 2006, and make a cost/benefit case to OSD for a waiver on those systems that will not be replaced.
Given the vast scope of these changes and the current migration effort of many of our legacy systems into Business Systems Modernization (BSM), DLA will likely request a waiver for most, if not all, of our legacy systems.  The reasons for these waivers will fall into one of two categories: 

· The affected system is already scheduled to migrate into BSM, thus fulfilling the requirement for transition to DLMS, sometime after the stated deadline of 
January 1, 2005. 
· The affected system will become obsolete shortly after January 1, 2005, or at least become obsolete at a date that makes the cost and effort to transition, at best, negligible. 

b
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SECTION 1 -- OVERVIEW

1.1.  INTRODUCTION/PURPOSE
This plan implements the USD(AT&L) memorandum, subject:  Migration to the Defense Logistics Management Standards (DLMS) and Elimination of the Military Standard System (MILS), December 22, 2003.  It sets forth migration requirements, organization and management, a technical and functional approach, major actions and milestones, and cost and risk mitigation techniques for DLA.  The plan defines a migration approach for DLA purposes and ensures that the migration and its supporting processes are appropriately tailored to DLA needs.  The plan will result in an enterprise-wide migration approach that provides context for Agency modernization programs and supports management decisions regarding IT system evolution.

1.2.  BACKGROUND

The existing DOD logistics automated information systems (AIS) were developed using the Defense Logistics Standard Systems (DLSS) (also known as MILS) for electronic data interchange (EDI).  The DLSS are a set of business rules to include:  procedures, data standards, code lists, metrics, policies, and transaction formats that govern DOD logistics operations.  DLSS transaction formats convey requisitioning and issue, inventory accounting, billing, contract administration, discrepancy reporting, and transportation data among logistics AIS.  The approximately three billion DLSS transactions exchanged annually are crucial for conducting DOD logistics operations.  However, because the DLSS are more than 35 years old, they constrain business process improvements and the evolution of logistics data exchanges as follows:

· The amount of data that can be transmitted in a single transaction is limited - DLSS fixed-length, 80-position record format cannot effectively support logistics modernization initiatives.
· Costs for systems development and operations are unnecessarily high - employing obsolete DLSS standards in new systems contributes to this high cost.
· DLSS transaction formats and codes are embedded in the program code and data structures of legacy systems - enhancing these systems with commercial off-the-shelf (COTS) software is more difficult and costly.
· DLSS standards are DOD-unique and are in an outdated format.  These standards and formats significantly increase the difficulty of developing third-party logistics arrangements.
These constraints are inhibiting DOD’s operational effectiveness at a time when dramatic changes are occurring in military logistics.  The cold war focus of a major war in Europe fought by pre-positioned forces and assets has changed to one in which diverse military missions are conducted anywhere in the world with little notice.  The exchange of logistics data between components and their trading partners is crucial to DOD’s support of this new mission environment.  Rather than continuing to operate a combination of DLSS and diverse component-unique transaction formats, DOD requires the flexibility and breadth in logistics data exchanges called for in Joint Vision 2020.  Accordingly, DOD will replace the DLSS with DLMS ASC X12/W3C XML for transactional exchanges.
The DLMS
 incorporates ASC X12/W3C XML and provides a broad base of business rules that include procedures, data standards, code lists, metrics, policies, and transaction formats designed to meet DOD’s requirements for total logistics support.  The DLMS encompasses the full functionality of DLSS and, with its variable-length transaction formats, can accommodate future information and process improvement requirements.  The DLMSO, DOD’s Executive Agent (EA) for logistics data interchange, has completed much of the preparatory work to implement DLMS ASC X12/XML.  The functionality of more than 400 DOD-unique DLSS transaction formats has been consolidated into 53 Federally-approved implementation conventions (ICs) that use 26 DLMS ASC X12 transaction sets.  These, in turn, have been mapped to equivalent W3C XML schemas.  During the initial development of the DLMS, DLMSO included provisions for more than 100 enhancements that, based on input from the components, accommodate additional data and new capabilities.  The ICs include these enhancements and are outlined in DOD 4000.25-M, Defense Logistics Management System.

1.3.  SCOPE

This plan and DOD policy acknowledge the existence of other EDI standards and non-transactional interchange capabilities.  However, the primary focus of this plan is on implementing DLMS ASC X12/XML commercial-based standards for DOD logistics business transaction interchange as a stepping stone to open international standards.  While focusing on ASC X12 and W3C XML, this policy acknowledges, and does not preclude, the DOD components from using other non-proprietary EDI and transactional standards, as they become Federal Information Processing Standards (FIPS) and incorporated within DLMS.

This plan applies to the exchange of predefined logistics EDI transactions within DLA and between DLA and its trading partners.

1.4.  POLICY

Federal and DOD policies mandate implementing EB/EC by using commercial standards.  FIPS 161-2 requires using specific approved commercial EDI standards for EDI transactions.  DOD Directive 8190.2, “The DOD Electronic Business/Electronic Commerce (EB/EC) Program,” provides DOD policy for implementing EB/EC.

1.4.1.  FEDERAL POLICY
FIPS 161-2 identifies approved commercial standards for exchanging transactional data using predefined formats in a computer-to-computer environment.  FIPS 161-2 requires using one of three families of EDI standards—ASC X12; United Nations EDI for Administration, Commerce, and Transport (UN/EDIFACT); or Health Level 7 (HL7).  FIPS 161-2 defines EDI as “the computer-to-computer interchange of strictly formatted messages.”
  FIPS 161-2 further states “EDI may be defined as an interchange between computers of a sequence of standardized messages taken from a predetermined set of message types.”
  FIPS 161-2, Section 9.3.2, then requires “agencies using (ASC) X12, UN/EDIFACT, or HL7 versions and releases for which ICs have been established by the FESMCC (Federal EDI Standards Management Coordinating Committee) shall adopt those ICs.”  In addition, FIPS 161-2, Section 11.6, affirms the restriction on the use of industry-specific EDI standards beyond September 30, 1996, unless no equivalent ASC X12 or UN/EDIFACT standard has been developed.

1.4.2.  DOD POLICY
DOD Directive 8190.2, establishes policy and assigns responsibilities for the direction, management, and coordination of EB/EC activities within the DOD.

DOD Directive 8190.1, “DOD Logistics Use of Electronic Data Interchange (EDI) Standards,” as supplemented by
 USD (AT&L) memorandum, Migration to the Defense Logistics Management Standards (DLMS) and Elimination of the Military Standard Systems (MILS), December 22, 2003
, provides policy and guidance to implement commercial EDI standards in DOD logistics business processes.  The following key elements of this policy form the basis of this plan:

· Replace DOD-unique logistics data exchange standards with DLMS ASC X12/W3C XML commercial-based standards to begin moving from obsolete, inflexible DOD-unique transactional-based standards to open international data interchange standards.
· Use only DLMS ANSI ASC X12 (or DLMS W3C XML schema equivalents) and Federal EDI Standards Management Coordination Committee (FESMCC)/DOD EDI Standards Management Committee (EDISMC)-approved ICs for electronic transactions in new and planned logistics business systems, including major modifications to existing legacy systems.
· Use DLMS to improve processes within all logistics business systems as a part of the DOD Components’ ongoing and planned modernization programs.  Internal communications among DOD logistics business systems shall use DLMS ANSI ASC X12 (or DLMS W3C XML schema equivalents) and FESMCC/EDISMC-approved ICs.  External communications between DOD logistics business systems and the private sector, 
other federal agencies, or foreign governments will use appropriate ANSI ASC
X12/W3C XML and the appropriate FESMCC/EDISMC-approved ICs.
· Modify or replace legacy logistics business systems and DOD-AIS using MILS/DLSS with DLMS logistics business processes by December 31, 2004.  As a major step to employ new functionality and meet the total requirements of DOD’s migration to approved EDI standards, MILS/DLSS shall no longer be used within the Department’s logistics business systems after December 31, 2004.  Effective January 1, 2005, all information exchanges among DOD logistics business systems shall use DLMS ANSI ASC X12 transactions, or equivalent DLMS W3C XML schemas, for all DOD logistics business processes.  During this transition period, the DAASC shall provide the required conversion maps and translation services to allow the DOD Components to have an orderly migration to DLMS.
· Use the corporate services provided by DLMSO and DAASC for all logistics business system processing.  DLMSO shall manage configurations for exchange definitions and DAASC shall control data mappings and customer profiles.  The DOD Components shall route all transactions to DAASC who shall capture required data and produce the end-to-end metrics required to oversee the logistics business processes of the DOD.
· Adopt commercial EDI standards and COTS solutions when in the best interest of the DOD.
· Program, fund, and implement DLMS through process improvements and business system upgrades by December 31, 2004.
· DOD-wide logistics services and processes shall be developed and applied to minimize duplication and ensure interoperability.
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SECTION 2
2.1.
DLMS MIGRATION REQUIREMENTS

DLA must posture all systems to use new and expanded information exchange capabilities and adopt best business practices.  To accomplish this requirement, DLA must take immediate action to accept and transmit business transactions using only the DLMS.  Accordingly, DLA will:
· Not develop new logistics systems using either MILS formatted messages, or MILS message wrapped with XML headers/tags, for information interchanges in support of any logistics business processes.
· Continue to migrate previously identified systems into BSM in a timely and efficient manner.
· Begin the elimination of those systems using MILS that have been designated as obsolete in compliance with the migration schedule for BSM.
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SECTION 3
3.1.
MIGRATION ORGANIZATION AND MANAGEMENT

DLA will use a two level migration organization and management concept:
· Level 1:  J-64/identified point of contact:
· Level 2:  Primary and secondary technical and functional program manager/organization.  (See Appendix B for example of primary and secondary manager/organization.)
Each DLA system manager/organization (technical and functional) shall be responsible for interacting with the J-64 Directorate as required during DLA’s migration to DLMS.  Program manager/organizations are responsible for ensuring their systems, once determined applicable, are migrated to DLMS.  They will provide assessments of program status though use of the data call at Appendix C.  They will actively manage, to the best of their abilities within approved resources, program cost, performance, and schedule and provide assessments of contractor performance.  In addition, each program manager will be responsible for:

· Meeting DLA migration expectations
· Identifying and obtaining resource requirements
· Prioritizing and allocating resources
· Reporting progress/issues to J-64 migration oversight point of contact
· Responding to data calls relating to this migration, as required by J-64.
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SECTION 4
4.1. TECHNICAL AND FUNCTIONAL APPROACH

Outlined below is DLA’s step-by-step overarching technical and functional approach to DLMS migration.  DLA will migrate those systems meeting the criteria outlined in the OSD migration memorandum (see Appendix E).  For systems where migration is not practical, DLA will develop auditable rationale for noncompliance and request requirement relief through OSD.
Step 1:  Using DLA portfolio repository, identify all DLA systems.

Step 2:  Using DLA migration applicability decision tree (see Appendix A), determine those systems from Step 1 that meet migration requirements outlined in Section 2.
Step 3:  Document systems’ name, responsible DLA Systems Integration Office (DSIO), and functional proponent for each applicable system.  (See Appendix B for preliminary system applicable system list.)
Step 4:  In order to capture migration cost and other pertinent system interface information, administer data call (see draft data call at Appendix C).
Step 5:  With resulting Step 4 information, determine system “go” “no go” recommendation based on the following criteria:

· System life expectancy

· System DLA transformation path

· DLMS migration cost

· Other

Step 6:  “Go” systems – initiate or continue DLMS migration.
Step 7:  “No Go” systems – initiate waiver request to OSD.
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SECTION 5

5.1.
MAJOR ACTIONS AND MILESTONES

Appendix D provides a detailed plan of action and milestone (POA&M).  Figure 5.1, illustrates the DLA DLMS Migration timeline.

Figure 5-1 – DLA DLMS Migration Timeline

[image: image3.emf]Time

Development of draft DLA migration plan Jan 26, 04

Identification of applicable DLA systems Jan 30, 04

Identification of migration cost by DLA system Feb 13, 04

DLA chain-of-command memorandum directing DLMS migration Feb 15, 04 

CDA’s/functional proponent modify systems Feb 15, 04, – Aug 30, 04 

Testing Sep 1, 04, – Dec 15, 04 

DAAS migrate user profiles Sep 1, 04, – Dec 15, 04

DLA systems DLMS compliant Jan 1, 05 

January 1,

2005

Immediate Actions

Implementation Actions
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SECTION 6
6.1.
COST AND RISK MITIGATION

A number of risks will be identified and managed during the DLMS migration process.  These risk areas include:   continued data transaction exchange after fourth quarter, FY 04, the impact on DLA transformation efforts, and the identification and management of impacted legacy systems that do not transition to DLMS for whatever reason.

Challenges which will be faced during the migration include:

· Effecting the migration while maintaining the current level of data transactional capability from the user’s perspective.
· Posturing the current resources to support a transparent migration.
· Identifying the post fourth quarter FY 05 functional requirements/enhancements available as a result of migration.
· Accomplishing the above within the approved declining DLA funding profile.
6.2.
COST ESTIMATION
6.2.1.
Modernizing System:  Cost will be absorbed as part of the overall system modernization program.  No additional cost should be identified or result from modernization efforts.

6.2.2.
Legacy System:  To date, one DLA legacy system has been modified to be in compliance with requirements outlined in Section 2.  Depot Standard System (DSS) is modified to accept, process, and transmit DLMS/XML schema transaction formats.  Preliminary costs information:

· Hours expended --- 13,419

· Hourly rate -- 68.82

· Migration cost -- 923,495.58

(Note:  That’s slightly less than the projected 2M.)
6.3.
RISK MITIGATION FACTORS

To achieve full DLMS migration the following risk mitigation factors must be in place:
· Full DLA chain-of-command documented commitment to DLMS migration.
· DLA priorities and funding must be adjusted to add DLMS capability without initially deleting MILS capability.  DLA shall use the value added services of DAAS during the transition from MILS to DLMS.  This ensures any DLA trading partner systems not converting to DLMS will continue to have interface capability.
· DAASC will maintain MILS/DLMS translation capability until such time that OSD/DLA directs its termination.
· DAASC will maintain customer profiles of trading partner EDI capability.
· DLA, in its plan, will identify those systems that will be replaced prior to 
      January 1, 2006, and make cost/benefit case to OSD for a waiver on these systems.
6-1
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Appendix B

Draft DLA Applicable Migration Systems and Responsible Organizations
	Organization/

System
	HQC
	DAPS
	DSCP
	DSCR
	DSCC
	DLIS
	DRMS
	DAASC
	DESC
	BSM

PMO
	FAS

PMO
	DSIO- M
	DSIO- J
	DISO-P
	DSIO- U

	1
	Base Operations Support System (BOSS)
	
	
	
	S

	
	
	S
	
	
	
	
	
	
	
	P

	2
	Catalog Reengineering System (CRS)
	
	
	
	
	
	P
	
	
	
	
	
	
	
	
	

	3
	DAASC Baseline

(DBASE)
	
	
	
	
	
	
	
	P
	
	
	
	
	
	
	

	4
	
	
	
	
	
	
	
	
	
	S
	
	
	P
	
	
	

	5
	
	
	
	S
	
	
	
	
	
	
	
	
	
	
	P
	

	6
	
	
	
	
	
	
	
	S
	
	
	
	
	
	P
	
	

	7
	
	
	
	
	
	
	P
	
	
	
	
	
	
	
	
	

	8
	
	
	
	S
	S
	S
	
	
	
	
	
	
	P
	
	
	

	9
	
	
	P
	
	
	
	
	
	
	
	
	
	
	
	
	

	10
	
	
	
	
	
	
	
	
	P
	
	
	
	
	
	
	

	11
	
	
	
	
	
	
	
	
	P
	
	
	
	
	
	
	

	12
	Electronic Mall

(EMALL)
	J-67

(P)
	
	
	
	
	
	
	
	
	
	
	
	
	
	


Draft DLA Applicable Migration Systems and Responsible Organizations

 (continued)
	Organization/

System
	HQC
	DAPS
	DSCP
	DSCR
	DSCC
	DLIS
	DRMS
	DAASC
	DESC
	BSM

PMO
	FAS

PMO
	DSIO- M
	DSIO- J
	DISO-P
	DSIO- U

	13
	Environmental Reporting Logistics System (ERLS)
	
	
	
	
	
	S
	
	
	
	
	
	
	
	
	P

	14
	Equipment Management and Control System (EMACS)
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	P

	15
	Federal Logistics Information System (FLIS)

	
	
	
	
	
	S
	
	
	
	
	
	
	P
	
	

	16
	Fuels Automated System (FAS)
	
	
	
	
	
	
	
	
	S
	
	P
	
	
	
	

	17
	Hazardous Materials Information System (HMIS)
	
	
	
	
	
	S
	
	
	
	
	
	
	
	
	P

	18
	Joint Total Asset Visibility (JTAV)
	J-64 (P)
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	19
	Logistics Information Network (LINK)
	
	
	
	
	
	P
	
	
	
	
	
	
	
	
	

	20
	Map Mission COTS Project (MMCP)
	
	
	
	P
	
	
	
	
	
	
	
	
	
	
	

	23
	SAMMS Procurement by Electronic Data Exchange (SPEDE)
	
	
	S
	S
	S
	
	
	
	
	
	
	P
	
	
	

	24
	Standard Automated Materiel Management System (SAMMS)
	
	
	S
	S
	S
	
	
	
	
	
	
	P
	
	
	

	25
	Weapons System Support Program (WSSP)
	
	
	
	
	
	
	
	
	
	
	
	P
	
	
	


Appendix C

Data Call

Introduction:  The purpose of this data call is to provide current and relevant information that supports DLA efforts to migrate to DLMS.  Will be used selectively to support DLA requests for system waiver.
Prepared by:

Organization:

Phone number:

Fax number:

E-mail address:

Legacy systems:

Multiple part question – for each legacy system operated by your organization: 

Part 1.  What is the system name?

Part 2.  What are the internal DLA and external DLA system interfaces?

            Part 3.  What is the current system information exchange medium DLSS or MILS, American National Standards Institute (ANSI) Accredited Standards Committee (ASC) X12,  XML, Intermediate Document (IDOC), user defined file (UDF); if other, explain)?

            Part 4.  How are interface agreements documented (memorandum of understanding (MOU) or DLA or DOD regulatory guidance; if other, explain)?

            Part 5.  Are transactions routed through the DAASC)/Defense Information Systems Agency (DISA), Defense eBusiness eXchange (DEBX), (DAASC or DISA), or point-to-point?

Part 6.  Information exchange translation/conversion requirements:
· Where are translation/conversion services performed (internal to your organization, DAASC, DEBX, combination; if other, explain)?

· Who (organization, name, phone, e-mail, specify site) is responsible for (mapping) configuration control?

· If translation/conversion services are performed internal to your organization:

· For COTS translation/conversion
 service:

· What software is employed?

· Who (organization, name, phone, e-mail) acquires the licenses?

· What are the annual license fees?

· What is the annual cost to maintain translation/conversion maps?

· If not COTS:

· What software is employed?

· Who (organization, name, phone, e-mail) maintains the software?

· What is the annual maintenance cost?

· What is the annual cost to maintain translation/conversion maps?

· Are there plans to change translation/conversion software; if so, to what and when?

· Has DAASC or DISA been considered as a translation/conversion service provider?  If yes, are the results documented (web site, document, etc.)?

· If your organization is involved with Trading Partner Profiles:

· For COTS service:

· What software is employed?

· Who (organization, name, phone, e-mail) acquires the licenses?

· What are the annual license fees?

· What is the annual cost to maintain translation/conversion maps?

· If not COTS:

· What software is employed?

· Who (organization, name, phone, e-mail) maintains the software?

· What is the annual maintenance cost?

· What is the annual cost to maintain translation/conversion maps?

Part 7.  Who (organization, name, phone, e-mail) is responsible for establishing, documenting, and maintaining EDI business rules and standards DLMSO, Transportation Command (TRANSCOM), or internal organizational responsibility
; if other, explain)?

Part 8.  Who (organization, name, phone, e-mail) will or who is providing contractual support (for what, with whom (organization, name, phone, e-mail))?

Part 9.  Where can a system technical description and characteristic information be found (i.e., web site, organizational document (specify location), URL; if other, explain)?

Part 10.  General:

· What is the approximate transaction volume by type, expressed over time (day, week, month, quarter, year)?

· Is the system required to operate 24/7?  If no, define operational parameters.

· How long (time period) are transactions archived (specify by time archived online and offline)?

· Are there established system metrics?  If yes, where are they documented?

New and planned systems:

Multiple part question – for each new, planned, or system undergoing major modernization (see Tab A) that will be operated by your organization: 
Part 1.  What is the system name?

Part 2.  What will be the internal DLA and external DLA system interfaces?

Part 3.  What legacy systems, if any, will it replace?

Part 4.  What is the anticipated system information exchange medium (DLSS or MILS, ASC X12, XML, IDOC, UDF; if other, explain)?

Part 5.  How will interface agreements be documented MOU, DLA, or DOD regulatory guidance; if other, explain)?

Part 6.  Will transactions be routed through the DLA DAASC/DISA DEBX, DAASC or DISA), or point-to-point?

Part 7.  Information exchange translation/conversion requirements:

· Where will translation/conversion services be performed (internal to your organization, DAASC, DEBX, combination; if other, explain)?

· Who (organization, name, phone, e-mail) will be responsible for (mapping) configuration control?

· If translation/conversion services are performed internal to the organization?

· For COTS translation/conversion service:

· What is the software that will be employed?

· Who (organization, name, phone, e-mail) will acquire the licenses?

· What are the anticipated annual license fees?

· What is the anticipated annual cost to maintain translation/conversion maps?

· If not COTS:

· What is the software that will be employed?

· Who (organization, name, phone, e-mail) will maintain the software?

· What is the anticipated annual maintenance cost?

· What is the anticipated annual cost to maintain translation/conversion maps?

· If your organization is involved with Trading Partner Profiles:

· For COTS service:

· What software is employed?

· Who (organization, name, phone, e-mail) acquires the licenses?

· What are the annual license fees?

· What is the annual cost to maintain translation/conversion maps?

· If not COTS:

· What software is employed?

· Who (organization, name, phone, e-mail) maintains the software?

· What is the annual maintenance cost?

· What is the annual cost to maintain translation/conversion maps?

Part 8.  Who (organization, name, phone, e-mail) will be responsible for establishing, documenting, and maintaining EDI business rules and standards (DLMSO, TRANSCOM, or internal responsibility
; if other, explain)?

Part 9.  Who (organization, name, phone, e-mail) will or who is providing contractual support (for what, with whom (organization, name, phone, e-mail))?

Part 10.  Where can a system technical description and characteristic information be found (i.e., web site, organizational document (specify location), Uniform Resource Locator (URL); if other, explain)?

Part 11.  General:

· What is the anticipated transaction volume by type expressed over time (day, week, month, quarter, year)?

· Will the system be required to operate 24/7?  If no, define operational parameters.

· How long (time period) will transactions be archived (specify by time archived online and offline)?

· Will there be established system metrics?  If yes, where will they be documented?
Appendix D

DLA DLMS Migration Plan of Action and Milestones
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3010 DEFENSE PENTAGON
WASHINGTON, DC 203013010

December 22, 2003

MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS
ATIN: SERVICE ACQUISITION EXECUTIVES
DEPUTY CHIEF OF STAFF (G-4), U.S. ARMY
DEPUTY CHIEF OF NAVAL OPERATIONS (FLEET
READINESS AND LOGISTIC:
DEPUTY CHIEF OF STAFF FOR INSTALLATIONS AND
LOGISTICS, U.S. AIR FORCE
DEPUTY CHIEF OF STAFF FOR INSTALLATIONS AND
LOGISTICS, U.S. MARINE CORPS
DEPUTY CUMMANDER, UNITED STATES
TRANSPORTATION COMMAND
DIRECTOR FOR LOGISTICS. THE JOINT STAFF (J-4)
DIRECTOR OF DEFENSE AGENCIES

SUBJEC

+ Migration (0 the Defense Logistics Management Standards (DLMS) and
Elimination of the Military Standard Systems (MILS)

Elffective immediately, use of MILS is restricted in any new logistics system
investment program. This direction requires aggressive action by the Components to
eliminate the generation and transmission of logistics transactions using the 80-character
MILS formats. Replacing MILS with emerging information exchange conventions in the
Department of Defense (DOD) Logistics domain, including the business processes in the
DOD 4000.25 series of manuals will aceelerate the Integrated Logistics Enterprise (ILE)
by enacting best business practices.

MILS provided the backbone of cross-functional interoperability between
organizations and systems for over 40 years. Howover, the data limited MILS Electronic
Data Interchange (FDI) transinission media are now impediments 1 our business
transformation goals. Rigid fixed length EDI formats are functionally constaining,
technologically obsolete, and unique ©o DOD. Our ability 1 trans furin vur operations to
best practices, employ commercial standards, and achieve the ILE is atrisk. As long as
MILS forms the basis of our information exchanges, it will not be possible to track an
item throughout is life cycle across the entire supply chain using Unique Identifiers
(UIDs).
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Migration Applicability Decision Tree

Legend

Step 1 - Applies to planned or legacy DLA information technology (IT) systems that are performing information 

exchange functions.

Step 2 - Legacy system – IT systems currently performing information exchange functions.

Modernization system – planned IT systems that will perform information exchange functions.

Step 3 - A subsystem is depended on a higher level DLA system and does not interface independently with 

other internal or external systems.

Step 4 - A transactional based system exchanges electronic data equivalents to paper business documents that 

are composed of data elements and data segments (MILS, ASC X12, etc.).

Step 5 - Is not a stand-alone system – provides independent interface to other internal DLA or external system.

Sept 6 - The system produces or processes 1 million or more transactions per year. 
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[image: image6.png]asslst you in finalizimg your plaus and v begin the process for developing busincss
process rules to capitalize on the ULD marking. Additional detailed information on the
workshop will be forthcoming. Final migration plans are to be submitted by April 16,
2004. Draft and final plans shall be sent to the DUSD(L&MR) point of contact (POC)
identified below.

Please provide name, organization, phone number, and email address of your point
of contact by January 15, 2004. My POC is Mr James A. Jobuson, Director, DLMSO,
telephone at (703) 767-U6 /0, e-mail at ja.johnsondia.mil,

Gl

i¢hacl W. Yynne
Acting

Attachment :
As stated




Appendix F

Applicable Terms

1. American National Standards Institute (ANSI).  A national coordinator of voluntary standards for the United States.  ANSI approves a standard only when it has verified evidence presented by the standards developer that those materially affected by the standard have reached substantial agreement (consensus) on its provisions.


Source:  ANSI Standing Document 2:  Operations Manual


http://www.x12.org/x12/x12pp/ascproc/x12-proced-web.html
2. Accredited Standards Committee X12 (ASC XI2).  Accredited by ANSI in 1979, DLMS ASC X12/W3C XML, EDI, is a voluntary standards group charged with developing American National Standards for electronic data interchange.


Source:  ANSI Standing Document 2:  Operations Manual

3. Architecture.  The structure of components, their relationships, and the principles and guidelines governing their design and evolution over time.  It is composed of three major perspectives:  operational, systems, and technical views.


Source:  C4ISR Architecture Framework

4. Automated Information System (AIS).  An assembly of computer hardware, software, firmware, or any combination of these, configured to accomplish specific information-handling operations, such as communication, computation, dissemination, processing, and storage of information.

Source:  Software Design Description for Electronic Commerce Processing Node, Version 2.2

5. Commercial (public) EDI Standards.  A collection of approved FIPS 161-2-adopted EDI standard data elements and data segments arranged in logical groups of standard transaction sets that are commonly used to pass transactional data from one entity to other interested entities.


Source:  Developed by IPT

6. Computer.  An electronic device that can store, retrieve, and process data.

Source:  Webster's
7. Computer-to-computer.  Exchange of data between computers using standardized messages taken from a predetermined set of message types. (It is this standardization of message formats using a standard syntax, and the standardization of data elements within the messages that makes possible the assembling, disassembling, and processing of data elements by computer.)

Source:  FIPS 161-2
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8. Conversion.  The process of chaning data from a DLSS EDI format to DLMS EDI. format and back to a DLSS EDI format.

    Source:  Developed by IPT

9. Data:  Representation of facts, concepts, or instructions in a formalized manner suitable for communication, interpretation, or processing by humans or by automatic means.  Any assigned 
representations such as characters or analog quantities to which meaning is or might be assigned.
Source:  Federal-Standard 1037C:  http://ntia.its.bldrdoc.gov/fs-1037/
10. Database. 
a. A set of data that is required for a specific purpose or is fundamental to a system, project, enterprise, or business.  Note:  A database may consist of one or more data banks and be geographically distributed among several repositories.

b. A formally structured collection of data.  Note:  In AIS, the database is manipulated using database management systems.

  Source:  Federal-Standard 1037C

11. Data Exchange.  Transfer of data by means other than database access.  EDI is a form of data exchange.


Source:  Developed by IPT

12. Data Interoperability.  The ability to use timely, authoritative, trusted, and semantically consistent data when needed, without regard to its location or syntactical constraints, in an open and controlled automated environment.


Source:  Developed by IPT

13. Defense Logistics Management System (DLMS).  A broad base of business rules, to include uniform policies, procedures, time standards, transactions, and data management, designed to meet DOD's requirements for total logistics support.  The DLMS is founded upon ANSI ASC X12 EDI and will be expanded to support emerging EB/EC capabilities such as:  data sharing, automated identification, object-oriented user interfaces, electronic malls, web-based technology, and electronic funds transfer, as appropriate.


Source:  Developed by IPT

14. Defense Logistics Standard Systems (DLSS).  A broad base of logistics transactions and standards consisting of fixed-length DOD-unique standards designed to meet DOD's requirements for logistics support.


Source:  Developed by IPT

15. Electronic Data Interchange (EDI).  EDI is the computer-to-computer interchange of strictly formatted messages that represent documents other than monetary instruments.  EDI implies a sequence of messages between two parties, either of whom may serve as originator or recipient.  The formatted data representing the documents may be transmitted from originator to recipient via telecommunications or physically transported on electronic storage media.  The computer-to-computer exchange of business data in a standardized 
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format between trading partners.


Source:  Appendix A of “Electronic Commerce for Buyers and Sellers, A Strategic Plan for Electronic Federal Purchasing and Payment," President's Management Council's Electronic Processing Initiatives Committee, March 1998


Source:  FIPS 161-2:  http://www.itl.nist.gov/fipspubs/fip161-2.htm
16. Executive Agent (EA).  A term used in DOD and Service regulations to indicate a delegation of authority by a superior to a subordinate to act on behalf of the superior.  An 
17. Executive Agent (EA).  A term used in DOD and Service regulations to indicate a delegation of authority by a superior to a subordinate to act on behalf of the superior.  An agreement between equals does not create an executive agent.  For example, a Service cannot become a DOD EA for a particular matter with simply the agreement of the other Services; such authority must be delegated by the Secretary of Defense.  Designation as executive agent, in and of itself, contains no authority.  The exact nature and scope of the authority delegated must be stated in the document designating the executive agent.  An executive agent may be limited to providing only administration and support or coordinating common functions or it may be delegated authority, direction, and control over specified resources for a specified purpose.


Source:  JCS Joint Pub 1-02:  http://www.dtic.mil/doctrine/jel/new_pubs/jp1_02.pdf
18. Functional Requirement.  A set of goals, objectives, policies, or other documented considerations that describe, in non-automatic data processing terminology, and without regard to automatic data process equipment or capabilities, new or revised tasks to be accomplished.


Source:  DOD 4000.25-M (DLMS)

19. Implementation Convention (IC).  ICs define the structure and content of a transaction and map application data requirements into a specific transaction set for implementation.


Source:  DOD 4000.25-M (DLMS)

20. Infrastructure.  Basic information technology capabilities, including communications, computers, information assurance, network and systems management, and information dissemination, that enable applications and data.


Source:  Developed by IPT
21. Interoperability.  The ability of systems, units, or forces to provide services to and accept services from other systems, units, or forces and to use the exchanged services to enable them to operate effectively together.  The condition achieved among communications-electronics systems or items of communications-electronic equipment when information or services can be exchanged directly and satisfactorily between them or their users.


     Source:  JCS Joint Pub 1-02
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22. Legacy Systems.  Information systems currently performing a logistics function.  These systems may be candidates for phase-out, upgrade, or replacement.


Source:  Developed by IPT

23. Logistics Business Systems.  Applies to planned, new, and legacy DOD logistics systems identified in the DOD Y2K database.


Source:  Developed by IPT

24. Logistics.  The science of planning and carrying out the movement and maintenance of forces.  In its most comprehensive sense, those aspects of military operations that deal with designing, developing, acquiring, storing, moving, distributing, maintaining, evacuating, and disposing of materiel.


Source:  JCS Joint Pub 1-02

25. Logistics Online Tracking System (LOTS).  All information related to processing Military Standard Requisitioning and Issue Procedures (MILSTRIP) transactions is captured and stored in the LOTS database.  It can be used by DAASC customers to support logistics management, information query, transaction tracking, and reporting requirements.  It can be accessed by other DAASC tools, such as the Virtual Logistics Information Processing System (VLIPS) query systems to allow tracking and retrieval of requisitions and excess transactions through their entire life cycle.  These tools also provide access to addressing and stock number information stored at DAASC, linking that information to the MILSTRIP transaction stored in LOTS.


Source:  Developed by IPT

26. Transactional-based System.  A system employing electronic data interchange capabilities.


Source:  Developed by IPT

27. Transaction Set.  The electronic data interchange equivalent of a paper business document composed of data elements and data segments


Source:  DOD 4000.25-M (DLMS)

28. Translation.  The process of changing data from, to, and/or between user-defined files and approved electronic commerce standards to facilitate EDI.


Source:  Developed by IPT

29. Value-added Network (VAN).  A VAN generally is a commercial entity (similar to a long distance telephone company or a computer online service) that provides communications services, electronic storage, mailboxes, or other related services for EDI transactions.


Source:  Developed by IPT
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Acronyms
AIS
Automated Information System

AIT
Automatic Identification Technology

ANSI
American National Standards Institute

ASC
Accredited Standards Committee

CAGE
Contractor and Government Entity

CCR
Central Contractor Registration

CIO
Chief Information Officer

COE
Common Operating Environment

COOP
Continuity of Operations Plan

COTS
Commercial Off-the-Shelf

CSC
Computer System Component

CUI
Common User Interface

CWT
Customer Wait Time

DAAS
Defense Automatic Addressing System

DAASC
Defense Automatic Addressing System Center

DCMD
Defense Contract Management Division

DEBX
DOD Electronic Business Exchange

DFAMS
Defense Fuel Automated Management System

DFAS
Defense Finance and Accounting Service

DFSC
Defense Fuel Supply Center

DLA
Defense Logistics Agency

DLIS
Defense Logistics Information Service

DLMS
Defense Logistics Management System

DLMSO
Defense Logistics Management Standards Office

DMLSS
Defense Medical Logistics Standard Support

DLSS
Defense Logistics Standard Systems

DOD
Department of Defense

DSC
Defense Supply Center

DSS
Distribution Standard System

DUSD (L)
Deputy Under Secretary of Defense (Logistics)

EA
Executive Agent

EB
Electronic Busines

EDI
Electronic Data Interchange

EDISMC
EDI Standards Management Committee

EMALL
Electronic Mall

ER
Exchange Request

ETA
Electronic Transportation Acquisition

FESMCC
Federal EDI Standards Management Coordinating Committee

FIPS
Federal Information Processing Standard

FTP
File Transfer Protocol

GBL
Government Bill(s) of Lading

GSA
General Services Administration

GW
Gateway

HHS
Health and Human Services

HL7
Health Level 7

HTML
Hyper Text Markup Language

IC
Implementation Convention

ICP
Inventory Control Point

IPT
Integrated Product Team

IT
Information Technology

JCS
Joint Chiefs of Staff

LAN
Local Area Network

LOTS
Logistics Online Tracking System

MILSTRIP
Military Standard Requisitioning and Issue Procedures

MIS
Management Information System

NSA
National Security Agency

NIPRNET
Non-secure Internet Protocol Router Network

OPM
Office of Personnel Management

OSD
Office of the Secretary of Defense

POA&M
Plan of Action and Milestones

PPP
Point-to-Point Protocol

PRC
Process Review Committee

PSA
Principal Staff Assistant

SAMMS
Standard Automatic Material Management System

TBD
To Be Determined

TP
Trading Partner

UDF
User Defined File

UN/EDIFACT
United Nations/EDI for Administration, Commerce, and


Transport

URL
Uniform Resource Locator

USD(AT&L)
Under Secretary of Defense (Acquisition, Technology &


Logistics)

USD(C)
Under Secretary of Defense (Comptroller/Chief Financial


Officer)

WAWF
Wide Area Workflow

WWW
World Wide Web

XML
eXtensible Mark-up Language

� EMBED PowerPoint.Slide.8  ���





E-1








� Additional background information can be found in A Business Case and Strategy for Defense, Logistics Electronic Data Interchange, Logistics Management Institute, October 1998.  An electronic copy is available at: � HYPERLINK "http://www.log.edi.migration.hq.dla.mil/Documents/document/LogisticsEDIReport.pdf" ��http://www.log.edi.migration.hq.dla.mil/Documents/document/LogisticsEDIReport.pdf�.
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� See Appendix Q, Glossary, for DLMS definition.


� DOD 4000.25-M; Defense Logistics Management System, Version 2, December 1995; an electronic copy is available at:  �HYPERLINK "http://www.dla.mil/j-6/elibrary/Manuals/DLMS2003/DLMSMANUAL.asp"��http://www.dla.mil/j-6/elibrary/Manuals/DLMS2003/DLMSMANUAL.asp�.
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� FIPS 161-2, op. cit. Section 3.1.


� ibid., Section 3.2.


� DOD Directive 8190.1, is being revised to incorporate the policies of this memorandum.
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� P = primary lead for data call information - S = secondary data call information source


� Including the Medical Catalog Universal Data Repository (MEDCAT-UDR)


� Data call information is not all-inclusive of survey requirements, but constitutes a starting point for further analysis, discussion, and serves as an information baseline for follow-on site visits.  In that regard, forwarding requested information (complete or partially completed) by February 8, 2004, is the critical first step to the survey process.  Also, clearly identify, with rational, non-applicable questions.


� Systems in question are those that interface with internal DLA or external systems or business processes.


�If a combination of information exchange medium is used, describe the process.  Additionally, if point-to-point is used provide rationale for decision.
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� Translation is the process of changing data from, to, and/or between user-defined files and approved electronic commerce standards to facilitate EDI.  Conversion is the process of changing data from a DLSS (MILS) EDI format to a DLMS (ASC X12) EDI format.


� If internal, are the business rules documented?  If yes, where (web site, document; if other, explain)?
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� If times vary by transaction type, so specify.


� If a combination of information exchange medium is used, describe the process.  If point-to-point is used, provide rationale for decision.
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� If internal, where will the business rules be documented (web site, document, other)?


� If times vary by transaction type, so specify.
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Defense Logistics Agency Defense Logistics Management System

Migration Applicability Decision Tree

Legend

Step 1 -	Applies to planned or legacy DLA information technology (IT) systems that are performing information 

	exchange functions.

Step 2 -	Legacy system – IT systems currently performing information exchange functions.

	Modernization system – planned IT systems that will perform information exchange functions.

Step 3 - 	A subsystem is depended on a higher level DLA system and does not interface independently with 

	other internal or external systems.

Step 4 -	A transactional based system exchanges electronic data equivalents to paper business documents that 

	are composed of data elements and data segments (MILS, ASC X12, etc.).

Step 5 -	Is not a stand-alone system – provides independent interface to other internal DLA or external system.

Sept 6 -	The system produces or processes 1 million or more transactions per year. 	 
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