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CHAPTER 2
DoD ACTIVITY ADDRESS DIRECTORY
C2.1  GENERAL
		C2.1.1.  Purpose.  This chapter establishes policy and procedures for the DoD Activity Address Directory (DoDAAD).  The DoDAAD is an interactive relational database serving as a single authoritative source of identification, routing  and address information for authorized uses, including Military Components and Agencies, participating Federal Agencies, authorized contractors and authorized special program activities, such as state and local governments.  DoDAAD supports business application systems data and interoperability requirements, including, (but not limited to) supply chain, materiel management, distribution, transportation, maintenance, finance, and acquisition systems. Among other uses, DoDAAD information is used throughout the federal supply system for identification, requisitioning, shipping and billing.  
		C2.1.2.  Assignment.  The Department of Defense Activity Address Code (DoDAAC) is a six position code that uniquely identifies a unit, activity, or organization.  If you are a Government Service/Agency employee, contact your Central Service Point (CSP) or local DoDAAC Monitor at your location to have a DoDAAC assigned.  If you don’t know your CSP or DoDAAC monitor, contact the DoD DoDAAC Administrator by sending an email to: DODAADHQ@DLA.MIL.  Requests for new DoDAACs and for DoDAAC changes must be submitted with sufficient time to allow processing by the CSP in order to be implemented in time for their intended use (such as requisitioning, shipping, and billing).  CSPs are responsible for ensuring their Component DoDAAC information is current and accurate. The CSPs shall establish data submission timeframe requirements in their respective governing directives to ensure that deploying and redeploying units have current DoDAAC information prior to their deployment or redeployment.
			C2.1.2.1.  Special Programs.  Non-DoD and non-Federal programs requiring DoDAACs are controlled under unique series DoDAACs beginning with numeric followed by alpha characters in the first two positions.  Among others, the programs include programs authorized by Congress for state and local entities to purchase materiel from Federal sources.  DoD and Federal Agency sponsors of these programs are designated as DoDAAC monitors.  Contact DLA Logistics Management Standards for guidance on establishing a DoDAAC series for a new special program.
			C2.1.2.2.  Contractors.  Contractors shall only be assigned DoDAACs if they have a contract with DoD that authorizes them access to DoD supply system materiel or to provide services such as maintenance/repair that require a shipping address.  CSPs shall only assign Contractor DoDAACs to contractors with contracts issued by their Component or issued on behalf of their Component.  CSPs shall make contractor DoDAAC assignments within the specific DoDAAC series specified by DLM 4000.25-1, “MILSTRIP”, Appendix AP2.2 “Service and Agency Codes”.  (Note that Washington Headquarters Service assigns contractor DoDAACs for “Other Government Contactors” under the HGC DoDAAC Series.)  CSPs are responsible for exercising due diligence in assigning contractor DoDAACs, including coordination with the contracting officer and reviewing contract data as appropriate. CSPs are responsible for assigning the appropriate authority code for a contractor DoDAAC and for cancelling it when there is no longer an active contract associated with the DoDAAC.  
			C2.1.2.3.  Repository for DoDAAC and Routing Identifier Code.  DLA Transaction Services is the official repository for DoDAACs and Routing Identifier Codes (RIC) and is responsible for the data validation editing, routing and electronic transmission of logistics transactions to the DoD Components, Federal agencies, and contractors.  Customers establishing or changing DoDAACs or RICs need to contact DLA Transaction Services to receive logistics transactions (e.g., requisitions and supply/shipment status), routed according to Military Standards to their DoDAACs and RICs.  Customers that already have DLA Transaction Services accounts must provide DLA Transaction Services the DoDAAC(s) or RIC(s) to load to their accounts, which are uniquely identified by a seven character Communication Routing Identifier (CommRI).  Customers without accounts can learn more about the various types of accounts and input a system access request (SAR) for an account from the DLA Transaction Services Customer Assistance page at https://www.transactionservices.dla.mil/daashome/customerassistance.asp, or by contacting the DLA Transaction Services helpdesk at 1-937-656-3247.
C2.2.  GENERAL ARCHITECTURE.  The DoDAAD architecture provides the capability to control, maintain, and provide access to the most accurate and current data related to DoDAACs in near real-time.  This is accomplished by using a database of codes and address data maintained and available 24/7 from the DLA Transaction Services Website https://www.transactionservices.dla.mil/daashome/homepage.asp, or by contacting the DLA Transaction Services helpdesk at 1-937-656-3247.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]		C2.2.1.  Functional Architecture.  DLA Logistics Management Standards is the DoDAAD System Administrator, provides the Chairman of the DoDAAD Process Review Committee (PRC) and is responsible for ensuring that the DoDAAD directory meets the requirements of authorized DoDAAD users.  DLA Transaction Services is responsible for meeting the requirements of the DoDAAD System Administrator and maintaining the hardware, software, and help desk resources to ensure DoDAAD users’ operational requirements are met.  The CSPs are responsible for ensuring the accuracy and currency of the DoDAAD data for the DoDAACs assigned to them.  The CSPs may establish DoDAAD Monitors delegating portions of their responsibilities for review and approval of DoDAAD maintenance actions (see Section 2.5. PROCEDURES).  However, the CSPs are ultimately responsible for the accuracy and currency of the data pertaining to the DoDAACs assigned to them.  The technical architecture below supports the CSP in maintaining DoDAAD data currency and accuracy.  The complete description of roles and responsibilities is in Section 2.4. (ROLES AND AUTHORITIES).
		C2.2.2.  Technical Architecture
			C2.2.2.1.  DoDAAD Data Maintenance.  The CSPs or their designated CSP Monitors update the DoDAAD via a Web application.  This applies only to the directory entries for which the CSP is responsible and authorized to update.  The Army and Air Force CSPs use their respective DoDAAD Web maintenance applications.  The Army and Air Force are responsible for ensuring that their respective applications provide the same capabilities and data validation as the DLA Transaction Services Web maintenance application.  All other CSPs use the DLA Transaction Services DoDAAD Web maintenance application to perform maintenance actions.  Regardless of the Web application used, data validations shall be consistent and completed maintenance actions shall update the single authoritative source database at DLA Transaction Services in near real-time.  Access controls are built into the technical architecture to control update privileges based on user ID and level of access granted (see Section 2.5. PROCEDURES for access levels).  DoDAAD maintenance details are available in the DoDAAD Help and Reference document found on the DLA Logistics Management Standards Website. A valid DoD Common Access Card (CAC) is required to access the document at 
https://www2.dla.mil/j-6/dlmso/CertAccess/eLibrary/Documents/DODAAD/DoDAAD_System_SOP.pdf   
			C2.2.2.2.  Database Structure.  The DoDAAD database is supported by commercial-off-the-shelf (COTS) software that easily supports the addition of new data types as requirements dictate.  The current database dictionary of data elements is available at
www.dla.mil/j-6/dlmso/eLibrary/documents/DoDAAD/DoDAADMasterFileLayout.docx.
			C2.2.2.3.  DoDAAD Application System Access.  The DoDAAD authoritative source database is available 24 hours per day, 7 days per week.  Application systems requiring DoDAAD data access to support their processing may exercise three options:  
				C2.2.2.3.1.  Database Replication.  First, database replication can provide the application near real-time access to a copy of the authoritative source.  Through the use of a replication process maintained by DLA Transaction Services, the replicated copy is constantly in synchronization with the authoritative source database.
				C2.2.2.3.2  Direct Connect Access.  Second, direct connect access to the authoritative source database can be established.  Both of the above access methods ensure that the application always uses the exact same data contained in the DoDAAD authoritative source database.  Components desiring near real-time access can establish a replication link to the DoDAAD by contacting DLA Transaction Services.  
				C2.2.2.3.3.  Batch Processing.  The third and least preferred option is batch processing.  DLA Transaction Services will continue to support batch transaction processing for the foreseeable future.  However, the goal is to encourage all DoDAAD users to switch to real-time replication processing (if possible).  The batch broadcast transaction formats are available at Appendix1:
					C2.2.2.3.3.1.  Batch Insert, Appendix AP1.1. 
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.1_BatchInsert.docx
					C2.2.2.3.3.2.  Batch Revision Update, Appendix AP1.2. 
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.2_BatchUpdate.docx
					C2.2.2.3.3.3.  Batch Delete, Appendix AP1.3. 
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.3_BatchDelete.docx	
					C2.2.2.3.3.4.  Batch Message, Appendix AP1.4.
www.dla.mil/j-6/dlmso/eLibrary/Manuals/DLMS/v6/v6a1.4_BatchMessage.docx
			C2.2.2.4.  Legacy Batch Dependent Application Systems.  When the legacy batch dependent application systems are retired, the batch update option and the batch transaction formats (above) will be removed.
			C2.2.2.5.  Defense Automatic Addressing Inquiry.  Users can view and query DoDAAD query results via Defense Automatic Addressing Inquiry (DAASINQ) at any time.  This query is open to all users, it requires knowledge and entry of the DoDAAC desired and returns information only on that single DoDAAC.  The procedures for accessing and using DAASINQ are available at https://www.transactionservices.dla.mil/daasinq/.
			C2.2.2.6.  Enhanced Defense Automatic Addressing Inquiry.  Users can view, query, and download DoDAAD query results via enhanced Defense Automatic Addressing Inquiry (eDAASINQ) at any time.  This is a robust query enabling wild card searches, it requires the user have a CAC and approved SAR.  Caution should be exercised to ensure that query results are distributed only to those who have a need to know.  The procedures to access and use eDAASINQ are available at https://www2.transactionservices.dla.mil/portal/. If the download file formats changes, DLA Transaction Services will post a notification on the eDAASINQ page prior to the change.
C2.3.  POLICY
		C2.3.1.  	Under provisions of DoD 4140.1-R, “DoD Supply Chain Materiel Management Regulation,” May 23, 2003, the Department of Defense policy includes the following DoDAAD policy: 
			C2.3.1.1.  The DoDAAD shall be disseminated as required to DoD Component user levels.  DoD Components and Federal Agencies are authorized to develop and publish supplemental procedural issuances for internal use, as long as the internal instructions do not conflict with the procedures contained herein.
			C2.3.1.2.  Recommended changes to the DoDAAD shall be forwarded to the DoDAAD System Administrator for review and coordination with the DoD DoDAAD PRC membership.   Approved changes shall be scheduled for implementation in accordance with the date agreed to by the DoD DoDAAD PRC membership.  Implementation dates for approved changes shall be coordinated with the DoD DoDAAD membership or as directed by the Deputy Assistant Secretary of Defense for Supply Chain integration (ODASD/SCI).
		C2.3.2.  DLA Logistics Management Standards is responsible for the enhancement and maintenance of the functional documentation for the DoDAAD.  DLA Transaction Services is responsible for system documentation, security access, and Web control for the DoDAAD.
C2.4.  ROLES AND AUTHORITIES
		C2.4.1.  User Access.  There are multiple levels of access determined by the roles of the user.  The DoDAAD System Administrator (DLA Logistics Management Standards) shall set the policy governing access and DLA Transaction Services shall maintain the access controls to the system.  All update access is controlled in accordance with DoD Public Key Infrastructure (PKI) requirements.
		C2.4.2.  Potential Users.  DLA Transaction Services provides a Web screen from which potential users can request access.  This SAR screen requests information regarding the type of access required (drop down list), information about the requestor (fill in the blanks), need for access (drop down), and Component affiliation (drop down).
			C2.4.2.1.  A User ID and password are assigned by DLA Transaction Services and are used only to register the user’s CAC.
			C2.4.2.2.  Accounts not used over a period of 30 consecutive days will be deleted.
		C2.4.3.  Permission Requests.  All access permission requests are forwarded via email to the DoDAAD System Administrator and DLA Transaction Services for approval.  Upon determination, DLA Transaction Services will notify the requestor via email of the approval or denial.  If access has been approved, DLA Transaction Services will send two separate emails to the requestor: one will contain the user identification, and one will contain the password.  These will be combined to register the user’s CAC.
		C2.4.4.  Database Profiles.  The system provides a database profile of all users with access by access level, and maintains statistics on the number of accesses and types of access (update, query, download) by user.
		C2.4.5.  Access Levels and Authorities
			C2.4.5.1.  System Administration Level.  This highest level of access is provided only to the DoDAAD System Administrator and DLA Transaction Services.  They will have read and download access to all data and information in the DoDAAD database.  They will also have access to all user profiles and usage data.
			C2.4.5.2.  DoD Component Central Service Point Level.  This level of access is granted to the individual designated in writing by each DoD Component as its CSP.  Each Component shall provide the name of its CSP to the DoDAAD System Administrator, who will notify DLA Transaction Services.  The user ID will be structured such that, when a CSP logs into the system, the system recognizes the CSP and the DoDAACs and related information for which that CSP has responsibility.  The CSP has the ability to access all information in the database, but can update only information for the Component for which the CSP has responsibility.  CSPs will be unable to update information on other Component DoDAACs, (e.g., the Army CSP will not be able to update Navy DoDAACs or the information related to them).  The CSP also has access to all data relating to the user profiles and usage data for the users affiliated with the Component for which the CSP is responsible.  This capability is restricted to CAC/PKI protection and requires a SAR from DLA Transaction Services.
			C2.4.5.3.  DoD Component Sub-Delegation Central Service Point Levels.  Component level CSPs can delegate/sub-divide their responsibility for file maintenance of the DoDAACs for which they are responsible.  A maximum of 20 delegations (or Monitors) per CSP are allowed.  Each CSP must identify to the DoDAAD System Administrator and DLA Transaction Services the individuals to whom sub-delegations are being made and the DoDAACs that each is responsible for in the DoDAAD.  The user identification (ID) shall be structured such that, when a CSP Administrator or Monitor logs into the system, the system recognizes the CSP Administrator or Monitor, the DoDAACs, and related information for which that CSP Administrator or Monitor has responsibility.  The CSP Administrator or Monitor shall have the ability to access all information in the database and can update any information for the Component for which they have been assigned responsibility by their CSP.  A CSP Administrator or Monitor will not be able to update information on other Component DoDAACs, or DoDAACs assigned to another CSP Administrator or Monitor within the same Component.  This capability is restricted to CAC/PKI protection and requires a SAR from DLA Transaction Services.
			C2.4.5.4.  Query Access Levels
				C2.4.5.4.1.  Query Restricted Access.  Enhanced queries of multiple DoDAACs and download of data is available through the eDAASINQ website.  This capability is restricted to CAC/PKI protection and requires a Systems Access Request from DLA Transaction Services.
				C2.4.5.4.2.  Query General Access.  Query of a single DoDAAC is open to the general public.  The procedures for accessing and using DAASINQ are available at https://www.transactionservices.dla.mil/daasinq/.
			C2.4.5.5.  Application Access Level.  This level is the Component business application level access to the database.  Application users will have no ability to change the database but will have unlimited access to the data.  The initial business application access arrangements shall be made by DLA Transaction Services in consultation with the DoDAAD System Administrator.
		C2.4.6.  DoDAAD Program Management.  DLA Logistics Management Standards is responsible for the program management of the DoDAAD.  Tasks include (but are not limited to):
			C2.4.6.1.  Prepare requirements and functional specifications
			C2.4.6.2.  Scheduling and transition planning
			C2.4.6.3.  Test cases
			C2.4.6.4.  Policy and procedure documentation.
		C2.4.7.  DoDAAD Program Execution.  DLA Transaction Services is responsible for program execution.  Tasks include (but are not limited to):
			C2.4.7.1.  Hardware and software acquisition
			C2.4.7.2.  Technical design and database maintenance
			C2.4.7.3.  Testing and system interface connectivity
			C2.4.7.4.  Hardware and software maintenance and refresh.
		C2.4.8.  Central Service Point.  CSPs are individuals, assigned by the Service/Component who can assign and/or maintain the DoDAAD.  If you don’t know your CSP or DoDAAC monitor, contact the DoD DoDAAC Administrator by sending an email to: DODAADHQ@DLA.MIL.  These individuals change frequently and the current version of the list can be accessed from the DLA Logistics Management Standards Website https://www2.dla.mil/j-6/dlmso/CertAccess/SvcPointsPOC/allpoc.asp.
C2.5.  PROCEDURES
		C2.5.1.  DoDAAC Creation.  The DoDAAC is a six-position code that uniquely identifies a unit, activity, or organization.  The first position designates the DoD Component element of ownership.  An alpha character in the first position indicates DoD; a numeric character in the first position indicates non-DoD.  Specific code meanings are shown on the CSP page of the DLA Logistics Management Standards website at https://www2.dla.mil/j-6/dlmso/CertAccess/SvcPointsPOC/allpoc.asp.
			C2.5.1.1.  Permanent DoDAACs.  Once a DoDAAC is used as an Enterprise Identifier as part of a unique Enterprise Identifier assignment, the DoDAAC can never be reused.  The DoDAAC update application will not allow CSPs to reactivate a DoDAAC that has been designated as a permanent DoDAAC and has previously been deleted.  DoDAACs that are designated as permanent and mistakenly deleted by a CSP can only be re-added by contacting the DoDAAC administrator and DLA Transaction Services.  When a DoDAAC has been used as an Enterprise Identifier, DLA Transaction Services will set the “Enterprise Identifier” flag within the DoDAAC.  If a DoDAAC that has been used as an Enterprise Identifier is deactivated, DLA Transaction Services will set the “Cancelled/Never Reuse” flag in the DoDAAC.
			C2.5.1.2.  Contractor DoDAACs.  Contractor DoDAACs shall be assigned by the CSP of the DoD Component that signed the contract with the Contractor, except in those cases where one Component is providing a procurement/contract writing service for another Component.  In those cases where one Component is providing a procurement/contract writing service for another Component, the requesting Component’s DODAAD CSP shall assign the Contractor DoDAACs.  The CSPs will review contract expiration dates and ensure DoDAACs are deleted (inactivated from requisitioning) as of their respective contract expiration dates.
				C2.5.1.2.1.  Contractors shall only be assigned DoDAACs if they have a contract with DoD to access DoD materiel or to provide services such as maintenance/repair that require a shipping address.  CSPs are responsible for exercising due diligence in assigning contractor DoDAACs, including coordination with the contracting officer and obtaining copies of contracts as appropriate.
				C2.5.1.2.2.  CSPs are responsible for assigning the appropriate authority code for a contractor DoDAAC and for cancelling it when there is no longer an active contract associated with the DoDAAC.
			C2.5.1.3.  DoDAACs Having Procurement Authority.  Activities that have the authority to enter into contracts with commercial vendors will have an indicator set indicating that their DoDAAC can appear as the first six-characters of a contract number.  The Component Procurement Authority Acquisition Control Points designated by the acquisition community shall review newly added DoDAACs and advise their respective CSP of DoDAACs that should have their Procurement Authority Indicator turned on.  The details for maintenance of the Procurement Authority Indicator can be found in the DoDAAD Help and Reference document found on the DLA Logistics Management Standards Website.  A valid DoD CAC is required to access the document.
https://www2.dla.mil/j-6/dlmso/CertAccess/eLibrary/Documents/DODAAD/DoDAAD_System_SOP.pdf. 
			C2.5.1.4.  CSP Responsibility for DoDAACs.  CSPs are responsible for the timeliness and accuracy of their DoDAACs, and for maintaining records to support the assignment of each DoDAAC.  To assist CSPs in managing their DoDAACs, the DoDAAD contains an optional “internal comments” field for recording historical information related to the assignment of the DoDAAC.
		C2.5.2.  Addresses.  There may be up to four distinct addresses contained in the DoDAAD for each DoDAAC.  These distinct delineations are “Type of Address Code” (TAC) designations.  The term TAC will be used when referring to the different types of address information available on the DoDAAD.  TAC information follows:
			C2.5.2.1.  Owner Identification.  Also referred to as a “TAC 1”, identifies the mailing address of the owner.  TAC 1 address information is mandatory.
			C2.5.2.2.  Ship-To Information.  Also referred to as a “TAC 2”, identifies the ship-to or freight address for the activity.  If no ship-to information is entered, the TAC 1 address is used.
			C2.5.2.3.  Bill-To Information.  Also referred to as a “TAC 3”, identifies the billing address or the activity responsible for bill payments.  If no bill-to information is entered, the TAC 1 address is used.  
			C2.5.2.4.  Commercial Small Parcel Shipping Information.  Also referred to as a “TAC 4”, identifies the commercial shipping address (e.g., address used by United States Postal System, United Parcel Service, FedEx).  If no Commercial Shipping information is entered, the TAC 2 address is used.  If there is no TAC 2 address then the TAC 1 address is used.
		C2.5.3.  DoDAAD Maintenance
			C2.5.3.1.  Master File Maintenance
				C2.5.3.1.1.  Revisions.  Revisions to the DoDAAD result from release or revision of DoD instructions, directives, policy changes, and recommendations of the DoDAAD System Administrator and the DoD Components.
				C2.5.3.1.2.  Submitting Proposed DoDAAD Changes.  The Component DODAAD primary PRC members shall forward proposed DoDAAD functionality or publication changes to DLA Logistics Management Standards, ATTN: DoDAAD System Administrator as required by DLMS, Volume 1, Chapter 3, available at:
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v1.asp
			C2.5.3.2.  DoDAAC Structure
				C2.5.3.2.1.  The DoDAAC consists of a six-position alphanumeric code.  The first position designates the Military Service or other Government element of ownership or sponsorship.
					C2.5.3.2.1.1.  A DoDAAC with an alpha character in the first position indicates that the DoDAAC is a DoD activity or a commercial activity with which a DoD activity has entered into a contractual agreement requiring that the commercial activity have a DoDAAC.  The first position indicates the Service to which the activity belongs or the Service with the requirement for support from a commercial activity.  
					C2.5.3.2.1.2.  A DoDAAC with a numeric character in the first position followed by a numeric character in the second position indicates that the DoDAAC identifies a Federal Agency activity.
					C2.5.3.2.1.3  A DoDAAC with a numeric character in the first position followed by an alpha character in the second position indicates that the DoDAAC identifies an activity that is neither DoD or nor Federal.  These DoDAACs identify state or local governmental activities and are used in support of special authorized programs.  Descriptions of the special programs supported by the DoD and GSA are available at www.dla.mil/ j-6/dlmso/eLibrary/Manuals/DLM/v6/v6SpecialProgramsProvidingAccessToFederalGovernment.docx 
The first two character DoDAAC code assignments are available at 
www.dla.mil/j-6/dlmso/Programs/Committees/DoDAAD/Documents/DoDAAC-Assignment-Logic.doc.
				C2.5.3.2.2.  CSPs shall assign DoDAAC codes within the limitations of paragraphs C2.5.3.2.1.1 through C2.5.3.2.1.3 above in accordance with their respective responsibility delegations.  Within the above limitations, CSPs have latitude to assign a coding structure for the remaining characters of a DoDAAC to provide additional embedded coded intelligence.
				C2.5.3.2.3.  The system provides for assigning four types of address information to each activity:  mail, freight, billing, and commercial small parcel.  The DoDAAC is identical for all four address types.  Each address type is distinguished by the field location on the DoDAAD master file located at
www.dla.mil/j-6/dlmso/eLibrary/Documents/DoDAAD/DoDAADMasterFileLayout.docx.  These field locations correspond to the TAC 1, TAC 2, TAC 3, and TAC 4 code designations in the DoDAAD.
				C2.5.3.2.4.  Directory users will enter the proper address based on the applicable TAC on a letter, label, or box marking in accordance with the applicable mode of transportation.  Ensure that only one type of address is used for each of the four address types.  Combining part of an APO address with a commercial postal standard will create an invalid address. 
[bookmark: OLE_LINK3][bookmark: OLE_LINK4][bookmark: _GoBack]				C2.5.3.2.5.  Addresses listed for freight purposes contain sufficient information to use the in-the-clear portion of package markings and to insert in the consignee block of transportation documents.  The geographic location in the destination block of transportation documents may vary depending upon the mode of transportation.  There are two geographic location indicators in addition to the address:  Aerial Port of Debarkation (APOD); and Water Port of Debarkation (WPOD).  The APOD and WPOD are adjuncts to the address information, and a variance in the address may be required depending on the values in these fields.  Supplemental information concerning railheads, airports, etc., serving a given installation in CONUS is contained in the Defense Transportation Regulation (DTR) at 
www.transcom.mil/dtr/part-ii/
				C2.5.3.2.6.  Addresses for commercial small parcel shipping should be entered in the TAC 4 section of the DoDAAD.  Commercial small parcel shipping information must follow the format established by the USPS, which consists of elements such as recipient name, street name, house number, city, state, and ZIP Code.  APO, FPO and other military unique qualifiers should not be used in the TAC 4 commercial small parcel shipping section.
			C2.5.3.3.  ZIP Code
				C2.5.3.3.1.  To facilitate the identification of the correct  ZIP code for DoDAAC addresses, a list of ZIP code prefixes and ZIP codes by State is available at Appendix 1:
					C2.5.3.3.1.1.  ZIP Code Prefixes, Appendix AP1.5.
http://www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.5_ZipCodePrefixes.docx.
					C2.5.3.3.1.2.  ZIP Code By State, Appendix AP1.6.
http://www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.6_ZipCodeByState.docx.
			C2.5.3.4.  Delayed Implementation Dates.  There are two delayed implementation dates for use in the DoDAAD system:  Effective Date and Delete Date.
				C2.5.3.4.1.  Effective Date.  Effective Date is used to schedule future changes.  When a DoDAAC is entered or updated and an Effective Date is supplied for a given TAC, the data entered for that TAC will not be effective or published until the current date matches the Effective Date entered.  Multiple changes can be entered using this technique, as long as the Effective Date entered does not duplicate an existing Effective Date.
				C2.5.3.4.2.  Pending Effective Date.  When an Effective Date is pending for a given TAC, the system will indicate the pending date by flagging the TAC with a graphic above the Effective Date field indicating “Future DoDAAD information available”.  To view the pending changes, the user may click the “Future data available” graphic.
				C2.5.3.4.3.  Delete Date.  Delete Date is used to delete a TAC of the DoDAAC.  Individual TACs may be deleted, however a Delete Date entered on TAC 1 will delete the entire DoDAAC.
				C2.5.3.4.4.  Pending Delete Date.  When a Delete Date is pending for a given TAC, the system will indicate the pending date by flagging the TAC with a graphic above the Delete Date field indicating “Future data available.”  To view the pending changes, the user may click the “Future data available” graphic.
				C2.5.3.4.5.  Passed Delete Date.  Once the Delete Date has passed, the DoDAAC will remain on the DoDAAD master file for 5 years before the record is physically removed from the master file.  This gives the pipeline of pending actions sufficient time to clear before the DoDAAC is actually removed from the master file.  The only indication that a DoDAAC has been deleted during those 5 years is the existence of a Delete Date on the master record for the given DoDAAC.
		C2.5.4.  Authority Codes.  Authority codes have been established to restrict requisitioning, shipment, and billing by DoDAAC.  DoDAAC authority codes are applicable to all Services.
			C2.5.4.1.  CSPs will assign authority codes to all new DoDAACs.
			C2.5.4.2.  The authority codes are defined in the DoDAAC Authority Codes Table available on the DLA Logistics Management Standards Website.  The first code (00) will allow total unrestricted use of the DoDAAC.  The remaining codes limit the use of the DoDAAC for unique and specific purposes.
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6DoDAADAuthorityCodes.docx
C2.6.  OTHER PROCESSING AND INFORMATION.  Other DoDAAC processing and information is managed in electronic files available on the DLA Logistics Management Standards Website as indicated in the paragraphs below.
		C2.6.1.  U.S. Army Unique Processing, Appendix AP1.7. 
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.7_USA.docx
		C2.6.2.  U.S. Navy Unique Processing, Appendix AP1.8.
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.8-USN.docx
		C2.6.3.  U.S. Air Force Unique Processing, Appendix AP1.9.
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.9_USAF.docx
		C2.6.4.  U.S. Marine Corps Unique Processing, Appendix AP1.10.
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.10_USMC.docx
		C2.6.5.  U.S. Coast Guard Unique Processing, Appendix AP1.11.
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.11_USCG.docx
		C2.6.6.  General Services Administration Unique Processing, Appendix AP1.12.
 www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.12_GSA.docx
		C2.6.7.  Department of Defense Dependent Schools (DoDDS) Information, Appendix AP1.13. 
www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.13_DoDDS.docx
		C2.6.8.  	Other Defense Agency Information, Appendix AP1.14.
http://www.dla.mil/j-6/dlmso/eLibrary/Manuals/dlm/v6/v6a1.14_Other.docx
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