DoD 4000.25-M, Vol 1, August 2004
Change 2
DoD 4000.25-M Volume 1, May 2006
Change 3

C7. CHAPTER 7
FUNCTIONAL APPLICATION ERRORS
C7.1.  INTRODUCTION

C7.1.1.  Purpose.  A variety of different application systems used by the DoD Components, Federal agencies, contractors, and foreign governments will exchange DSs to Federal ICs.  The primary purpose of this manual is to establish standards through which all of these varied systems can work in unison.  This unison will be both on a technical and functional basis.  If systems comply fully with these standards, errors should not occur.  Nonetheless, errors will occur due to various circumstances and a mechanism must exist for dealing with them.  This chapter describes use of DS to Federal IC 824R, Reject Advice, for functional errors not covered by DLMS status transactions.  DS 824R is not used to reject a transmission due to ASC X12 syntactical errors.  A Federal IC 997, Functional Acknowledgement, transaction is used for that purpose (reference Chapter 6 this volume).

C7.1.2.  Error Reduction.  The primary means for reducing errors is for each DoD Component to ensure that outbound transactions are thoroughly edited to fully comply with these standards as well as complying with any DoD Component-unique requirements.  Still, receiving applications will likely perform edits to preclude processing erroneous transactions that may cause incorrect actions, disrupt the integrity of other data, or even disrupt the operation of the system as a whole.


C7.1.3.  Error Reporting.  When receiving applications apply edit checks and discover functional errors, the errors may be reported back to the originating activity using DS 824R.

C7.2.  DS 824R, REJECT ADVICE

C7.2.1.  Implementation Convention Content.  The reject DS shall convey the following information when reporting errors to the originator:



C7.2.1.1.  Table 1 data:  identifies the originator of DS 824R and the recipient, which is the originator of the erroneous transaction being rejected.


C7.2.1.2.  Table 2 data includes:




C7.2.1.2.1.  Transaction identification of the erroneous transaction to include:




C7.2.1.2.1.1.  Transaction number or contract number.





C7.2.1.2.1.2.  Transaction set control number.





C7.2.1.2.1.3.  Transaction set identifier code.





C7.2.1.2.1.4.  Beginning segment information as applicable to include transaction set purpose code, transaction type code, report type code, action code, etc.





C7.2.1.2.1.5.  Identifying material number (e.g. National Stock Number; part number/CAGE, etc.)





C7.2.1.2.1.6.  Transaction creation date.



C7.2.1.2.2.  The Application Error Condition Code identifying the type of error.




C7.2.1.2.3.  Option of providing a copy of the bad data element.




C7.2.1.2.4.  A free-form text message describing the error, which the rejecting software can add as an option.


C7.2.2.  Reject-Error Routing.  Routing of the reject is from the rejecting activity to the sending activity.  This will typically lead to one of two scenarios:



C7.2.2.1.  DAASC Transaction Reject.  In this case DAAS, using the DS 824R, shall report the error back to the originating activity which must correct the transaction and retransmit it.



C7.2.2.2.  Activity Transaction Reject from DAAS.  An activity receiving a transaction from DAAS shall report the error back to the transaction originator using DS 824R.  DAAS will compare the reject information to an image of the transaction as they received it from the originating activity.  If DAAS determines it caused the error, DAAS shall correct and retransmit the transaction.  If DAAS determines the originating activity caused the error, then DAAS shall initiate another reject back to the originating activity, as in the first scenario.

C7.2.3.  Use of DS 824R, Reject Advice.



C7.2.3.1.  Rejection by Specific Reject Advice Code.  Initially, DS 824R was developed to reject DSs 527D, 536L, 650A, 650C, 830R, 830W, 846A, 846D, 846F, 846I, 846P, 846R, 846S, 867D, 867I, 870L, 888I, and 947I citing specific reject advice codes in the LQ segment.  However, DS 824R is also authorized for use with other DLMS supply and contract administration transactions not specifically identified, but does not supersede procedures for error identification addressed by the DS 140A, Small Arms Reporting, DS 870S, Supply Status, or DS 842A/R, DoD Supply Discrepancy Report Reply.  DS 824R reject advice codes may be expanded in the future as requirements are identified and put in place.


C7.2.3.2..  DAAS Rejects.  DAASC uses DS 824R to provide narrative message rejection of any DLMS transaction as described under DAASC Receipt Generation of DS 824R.

C7.2.4.  Summary of Use.  The DoD Component application programs shall use DS 824R to reject a received transaction which the application program cannot process back to the sending activity.  The reject DS reports the unique transaction number of the erroneous transaction and codes identifying one or more specific error conditions.

C7.2.5.  Characteristics of Use


C7.2.5.1.  EDI Translator-Identified Errors - Use of DS 824R.  In some cases this closely parallels generation of rejects by the receiving activity's EDI translator.  The translator should identify any of the following types of errors:




C7.2.5.1.1.  Errors in the ISA/IEA envelope segments.




C7.2.5.1.2.  Errors in the GS/GE functional groups segment.




C7.2.5.1.3.  Errors in a transaction set.  Typical of this type of error is:





C7.2.5.1.3.1.  Failure to use an ASC X12-mandatory or DLMS required segment or data element.





C7.2.5.1.3.2.  Use of an ASC X12 code that is not included in the DS.




C7.2.5.1.3.3.  A data error which prevents DAASC from proper conversion during translation.  Examples include where the number of characters exceeds is less than number authorized, e.g., DoDAAC greater or less than six, port code greater than three, etc.





C7.2.5.1.3.4.  A data error that prevents DAASC from routing the transaction correctly.  Examples include invalid "TO Addressee," invalid MCA, etc.


C7.2.5.2.  Application Identified Errors - Possible Errors.  Even with stringent editing performed by the EDI translator, some error conditions will occur which only the more complex application program edits can identify.  Such errors could include:




C7.2.5.2.1.  Invalid item identification.




C7.2.5.2.2.  Quantity of zero when a quantity is required.




C7.2.5.2.3.  Invalid DLMS code received in LQ02.  DS 824R applies only when a received DS fails to comply with the rules/format specified in the DS.



C7.2.5.3.  Violations of DoD Business-Process Rules for which reject advice codes have been identified.



C7.2.5.3.1.  Exceptions.  DS 824R does not apply when specifying violation of a DoD Component or activity business policy.



C7.2.5.3.2.  Reporting.  Reporting these types of errors is accomplished through the DS specified in the appropriate functional volume.  Frequently, the same DS number used in the erroneous transaction set applies for reporting back the errors.



C7.2.5.4.  DAASC Receipt and Generation of DS 824R



C7.2.5.4.1.  Processing Data.  As DAAS receives DLMS interchange envelopes it will process the data through an EDI translator and then break the contents down to the transaction level.  DAAS shall apply applicable DLMS and the DoD Component edit checks on received transactions.




C7.2.5.4.1.1.  If DAAS software detects a nonbusiness-process error, it will reject the transaction back to the sender using Federal IC 997, or DS 824R, as applicable.




C7.2.5.4.1.2.  If DAAS detects data errors preventing the correct routing or processing of the transaction, DAASC will reject the transaction back to the originator with a DS 824R containing a narrative message in the NTE segment identifying the error(s) which prevented the routing/processing.  DAASC will also use the NTE segment to identify the GS sender identity, the GS control number, and the ST control number.



C7.2.5.4.2.  Loading Transactions.  DAAS shall load transactions which do not contain errors into the Logistics Online Tracking System.




C7.2.5.4.3.  Detecting Non-business Process Errors.  Application software which receives data sent from DAAS and detects nonbusiness-process errors in a transaction shall use DS 824R to reject the transaction.  DAAS shall access the transaction identified in the reject and compare the image DAAS received from the originator to the image DAAS retransmitted.  If the two images are different, then DAAS will correct the transaction and retransmit it.  If the two images are the same, DAAS will forward the reject to the originating activity.


C7.2.6.  Levels of Errors


C7.2.6.1.  Substantial Errors.  Organizations receiving DLMS transactions shall use DS 824R to report errors only when the error is so substantial that the receiving application software cannot process the transaction.  The receiving translator (or application software if the translators do not detect the error) shall reject a transaction whenever segment(s) or data element(s) identified as mandatory or required by the DS are not present.  (See Chapter 6 of this volume on use of Federal IC 997).


C7.2.6.2.  Non-Fatal Errors.  Other "non-fatal" errors, such as failing to transmit recommended data elements, that still allow the transaction to be processed, are not subject to reject.  Receiving organizations which identify a high number of "non-fatal" errors originating from a single activity shall notify that activity in writing and send a copy of the correspondence to their own, and the offending organization's, functional area Process Review Committee (PRC) representative and to the appropriate DLMS PRC Chair.



C7.2.7.3.  Optional Data Elements.  Segments and data elements listed as optional in DSs are optional at the discretion of the transmitting activity.  The receiving translator or application software shall never reject a transaction based on omission of optional segments or elements.
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