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Complete a separate form for each device requiring a certificate
Send form via signed e-mail to dlaki@dla.mil
Write down the Reference Number and the issuing Certificate Authority (CA) number after submitting the PKCS #10 info. Operational requests are currently submitted to CA-13 & CA 17 (in Chambersburg Ex. https://ca-13.c3pki.chamb.disa.mil) or CA-14 & CA-18 (in Denver Ex. https://ca-14.c3pki.den.disa.mil). Test requests are normally good for 90 days and may be requested at:  https://ca-13.c3pki.nit.disa.mil.
NOTE:  Test requests do not require this document to be completed. Just send an e-mail to dlapki@dla.mil stating who you are, who you work for, and what your requirement is.
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SERVER/DEVICE INFORMATION
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Enter the Organizational Name of the entity that owns the server system (2a); the field activity, base name, city, state and/or conutry where the server resides (2b); and select the type of device from the drop down (3).
4.  SPECIAL REQUIREMENTS (Multi-SAN:  SAN stands for Subject Alternative Name. Enter additional URL names by which the server must be accessed in addition to the FQDN provided in block 10. If Block 10 is Web-site.basename.dla.mil then alternates may be just "Web-site" or www.web-site.basename.dla.mil or IP Address (which is useful when you know the domain name is changing). Use the new (target) domain name in the CN and request the current (to be replaced) FQDN in the Multi-SAN entry to make a domain change transparent.)
SYSTEM INFORMATION
SUPERVISOR WITH KNOWLEDGE OF REQUIREMENT
SYSTEM ADMINISTRATOR
VALIDATING AUTHORITY
The below portion of this form is to be filled out by a local Trusted Agent (TA) in order to validate and approve this request.
If no LRA or TA is available, then please contact the DLA RA (dlapki@dla.mil) for information on becoming one.
NOTE: Digitally signed e-mail with attached request must be submitted by Validation Official (TA). Faxed requests must be physically signed by the Validation Official.
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