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SECTION I - ORGANIZATIONAL UNIT/DIVISION/BRANCH POINTS OF CONTACT INFORMATION
2. CRO
3. DIVISION/BRANCH/OFFICE RECORDS COORDINATOR
SECTION II - PAPER RECORDS
4. RECORD SERIES IDENTIFIED
5. RECORDS IDENTIFIED ON THE DLA FILES OUTLINE (DLA FORM 1689)
6. DISPOSITION OF RECORDS OCCURS IN ACCORDANCE WITH DLA RECORDS DISPOSITION SCHEDULE
SECTION III - RECORDS FILING
7.
8.
9.
10.
11.
SECTION IV - ELECTRONIC RECORDS (Records stored on Shared Network Drives and eWorkplace)
12.
13.
14.
15.
SECTION V - CONCURRENCE
General Instructions
A key component of a successful and compliant records management program is effective organization of recordkeeping systems, both hard copy and electronic.  All records must be placed and kept in official files.  The goal for any recordkeeping or filing system is for all users to be able to easily retrieve the records they need, when they need them.  The following information will assist the Component Records Officer (CRO) or Records Coordinator (RC) to complete this form and conduct evaluations of recordkeeping systems for the division, branch or organizational unit to which they are assigned.SECTION I – Points of Contact Information – Self-explanatory.SECTION II – Paper Records
4. Record Series Identified:
Mission/Function records identified – Records that relate to offices core function (i.e., Personnel, Child Care Center, Cataloging Action Files, etc.)  Common record identified – Records that relate to ALL offices (i.e., Time and Attendance, Office Administration Files, Supervisor’s Civilian Personnel Files, etc.)5. Records Identified on the DLA Files Outline (DLA Form 1689)Records Location is identified  (Identify exact location of records, (i.e., Room number and filing cabinet location if paper, URL, system if electronic)Media Type Identified: Paper or electronicVital Record Identified:  (as applicable – not common)6. Disposition of Records Occurs in Accordance with DLA Records Disposition Schedule.Records Destroyed in accordance with DLA Records Disposition Schedule – Destruction is being completed on timeUser is aware of ability to retire records to FRC.SECTION III - Records Filing
7. File Guide – Green file guide containing is used to separate Major Series (110, 210, 300 etc.,) Guides contain label with record series and owner is aware of disposition information.
8. File folder labels - Should include the series number, title and disposition instructions. Subtitles and commonly accepted abbreviations may be used for the disposition instructions. Include cutoff information.
9.& 10  Privacy Act Sticker – Files and filing containers containing Privacy Act information need to have a Privacy Act Sticker, DLA Form 1461.
15. Scanned Records. Include the volume of records scanned and indicate if they are quality checked or if the organization does not scan records.
 
SECTION IV – Electronic Records (outside of approved records management applications or Electronic Information Systems)12. Shared Network and eWorkplace: Records located on shared network drives and/or eWorkplace have the appropriate record series assigned to the folder and the owner is aware of the disposition and requirement to manage those records. RECORDS MUST NOT BE STORED ON PERSONAL DRIVES – THIS POSES A RISK TO THE AGENCY AND IS A VIOLATION OF REGULATIONS.
 
13. Encrypted Records. Records stored electronically must not be encrypted unless the paper copy is the Official Record and kept in a secure/locked container.  Records encrypted with CAC/PIN are only accessible to those who were recipients of the record and pose a risk to the agency if those individuals are no longer available to open the record.
18. Secured Folders – Folders need to be password protected if they store sensitive information such as Personally Identifiable Information (PII) or Privacy Act or other personnel related information. 
 
19. Compact Disks – CD’s that store records must be labeled with record series, title and disposition information and destroyed in accordance with the DLA Records Disposition Schedule.SECTION V – Concurrence – Self-explanataory.
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