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DLA FORM 1937, JUN 2013
RECORDS MANAGEMENT CHECKLIST FOR EMPLOYEE 
TRANSFER/DEPARTURE
Prescribed by:  DLAI 5015
Sponsor:  Document Services
Instructions:
1. Supervisors shall review this form with employees upon notification that they are transferring/departing the  DLA 
    Component they currently are assigned.  
2. Employee and/or supervisor should complete all sections of this form to ensure records are transferred from the
    departing employee’s custody to the supervisor or otherwise accessible to all employees that will need access to the
    information to ensure no disruption in work occurs.
3. Return completed form to the Organizational Component Records Officer for retention.  CROs retain under record 
    series 510.02 Administrative Services Correspondence Files. 
Records used in conducting government business belong to the United States Government – not the employee.
1.  Electronic Documents - ensure electronic documents are transferred from:
A.  Employee’s email box – save (in pdf format – unencrypted) to a shared network drive
B.  Employee’s computer hard drive – Save to a shared network drive
C.  Personal network directories - Save to a shared network drive
D.  Diskettes or CD’s – documents that are on diskettes or CD’s need to be reviewed for accessibility (ensure they can still be read) – Label disk and give to supervisor.
E.  Laptops – transfer to shared network drive
F.  BlackBerries – transfer to shared network drive
**Contact the local DLA Information Operations (J6) department to set up folder(s) that allows access only to identified individuals to limit access to sensitive (Privacy Act/FOUO, etc.,) information
2.  Hardcopy Documents – Review and account for hardcopy documentation
A.  Review all hardcopy documents and ensure they are labeled with proper record series and description – consult with Component Records Officer if needed.
B.  Dispose of records that have passed their disposition date as identified in the DLA Records Disposition Schedule.
C.  Ensure any records that require special handling (Privacy Act / FOUO, etc.,) are transferred to the supervisor to ensure proper control.
** Ensure All Personal Papers are removed by departing employee.
3.  Telework – Records created or used at telework location
A.  Ensure records and publications used during telework are returned to the worksite’s physical location.
4.  Non-Record Information – (Federally owned informational materials that do not meet the statutory definition of records (44 U.S.C. 3301) or that
     have been excluded from coverage by the definition)
A. Removal of non-record material does not violate confidentiality required by national security, privacy or other restrictions on disclosure.
B.  Does not diminish DLA Records or exceed normal administrative resources of DLA.
C.  Does not affect DLA’ s ability to invoke legal privileges
Completion and signing of this form indicates records in the departing employee’s custody have been reviewed and properly stored in a shared network drive, transferred to supervisor, or destroyed in accordance with the DLAI 5015 Records Management and DLA Records Disposition Schedule.
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